
 

PRIVACY POLICY 

1. Introduc4on 

1.1. EESUp (Pty) Ltd creates equity in income and wealth distribu>on through shared 

consumer ownership. 

1.2. EESUp (Pty) Ltd operates through EESUp Retail NPC (collec>vely referred to as 

“EESUp”), which executes its purpose through the EESUp mobile and web 

applica>ons (collec>vely referred to as the “PlaJorms”). 

1.3. EESUp respects, considers important, and protects the privacy and personal 

informa>on of its customers (“User”), the users of the PlaJorms in terms of this 

Privacy Policy. 

1.4. This Privacy Policy has been developed to acknowledge the importance of and assist 

in providing a framework for the appropriate level of protec>on for User 

iden>fica>on, collec>on, holding, using, dissemina>ng, merging, colla>ng, 

disclosing, and protec>on of User’s personal informa>on. 

1.5. This Privacy Policy presents EESUp’s commitment to compliance with South African 

data protec>on legisla>on, including Protec>on of Personal Informa>on (“POPI”), 

the consumer protec>on act, the electronic transac>on and communica>on act, 

and all other applicable privacy legisla>on. 

1.6. Except as set in this Privacy Policy, EESUp do not share, sell, or disclose to third 

par>es, any personal informa>on collected on the PlaJorms. 



1.7. This Privacy Policy should be read carefully to understand how EESup will treat 

User’s personal informa>on together with our Term and Condi>ons, which can be 

found on the PlaJorms. 

2. Acceptance of this Privacy Policy 

2.1. EESUp reviews its policies regularly and occasionally may need to change or update 

them. The most current version of this Privacy Policy will always be posted on the 

PlaJorms and will be effec>ve from the date of pos>ng. 

2.2. The User agrees that they will check and familiarise themselves with the Privacy 

Policy from >me to >me. 

2.3. The User, by submiXng their details and using the PlaJorms accepts the current 

version of the Privacy Policy as posted on the PlaJorms. 

2.4. The User expressly consents to the use and disclosure of their personal informa>on 

in the manner described herein. 

2.5. If the User objects to any of the poten>al uses described in this or a revised version 

of the Privacy Policy, they are requested to deregister and not make use of the 

PlaJorms any further. 

3. Personal Informa4on 

Personal Informa>on is any informa>on that iden>fies or relates specifically to the 

User, including, for example, name, age, iden>fica>on number, contact number, 

contact address, loca>on and banking details. In short, any informa>on unique and 

private to the User known by EESUp will be regarded as the User’s personal 

informa>on. 

4. Why EESUp collects Personal Informa4on 



4.1. The User agrees that EESUp may process their personal informa>on for the 

following purposes: 

4.1.1.to create and update the User’s account; 

4.1.2.to verify the User’s iden>ty; 

4.1.3.to facilitate the services offered on the PlaJorms; 

4.1.4. to contact the User in the normal cause of providing services on the 

PlaJorms, which includes push messages on the mobile App and SMS and e-

mail no>fica>ons on all plaJorms; 

4.1.5.to facilitate User support; 

4.1.6. to enable communica>on between Users and third par>es suppor>ng EESUp 

in the delivery of services on the PlaJorms; 

4.1.7. to communicate with the User about changes to current service offerings and 

introducing new service offerings available on the PlaJorms from either 

EESUp or their business partners; 

4.1.8. to create aggregate and sta>s>cal data which will not iden>fy the User but 

will assist EESUp and their business partners to understand consumer 

behaviour in the market; 

4.1.9. to tailor the User’s experience on the PlaJorms to ensure content is 

customised and displayed according to the User’s preferences; 

4.1.10. to improve EESUp’s service selec>on and the User’s experience on the 

PlaJorms; 

4.1.11. to perform internal opera>ons necessary to op>mise the PlaJorms, including 

troubleshoot soaware bugs and opera>onal problems, to conduct data 

analysis, tes>ng, and research, and to monitor and analyse usage ac>vib 

trends; 



4.1.12. for tes>ng, research, analysis and product development. This allows EESUP to 

improve and enhance safety and security of the PlaJorms, develop new 

features and products in connec>on with the plaJorms; and 

4.1.13. to inves>gate or address claims or disputes rela>ng to the User’s use of the 

PlaJorms, or as otherwise allowed by applicable law, or as requested by 

regulators, government en>>es, and regulatory. 

4.2. If such use or disclosure is required to comply with any applicable law, subpoena, 

order of court or legal process served on EESUp, or to protect and defend EESUp’s 

rights as a company. 

4.3. In the event of a fraudulent online payment, EESUp is en>tled to disclose the 

relevant personal informa>on for criminal inves>ga>on purposes or in line with any 

other legal obliga>on for disclosure of the personal informa>on which may be 

required of EESUp. 

4.4. The User may choose to opt out of any marke>ng communica>on or newslebers 

4.4.1. Every marke>ng communica>on sent to the User will contain an 

“Unsubscribe” link. 

4.4.2. Where the User have elected to opt out of any direct marke>ng being sent by 

EESUp, such opt out will be recorded and the User will no longer be sent 

direct marke>ng material. 

4.4.3. The User may also opt out of push no>fica>ons from EESUp mobile App by 

disallowing them on their mobile App seXngs. 

5. What Personal Informa4on is collected 

5.1. The following Personal Informa>on is collected by or on behalf of EESUp  from the 

User, either from: 



5.1.1.the documenta>on we request and the User provide; or 

5.1.2.informa>on about the User that is publicly available; or 

5.1.3. third par>es from whom EESUp is authorised the collect Personal 

Informa>on; or 

5.1.4.which, by law EESUp is en>tled to collect. 

5.2. Informa>on that the User provides to EESUp. 

5.2.1. When the User registers or updates their account on the PlaJorms, they are 

require to provide Personal Informa>on which includes but is not limited to 

their name, surname, iden>fica>on number, birth date, mobile number, 

email address, physical address, delivery address, sign-in name and sign-in 

password. 

5.2.2. EESUp may collect special categories of personal informa>on about the User 

with their explicit consent. This will include all informa>on given to EESUp 

during their use of the PlaJorms and/or services, and any personal 

informa>on they give us in their capacity as the User. 

5.2.3. EESUp wants to provide the User with the best possible service, telephone 

calls may be recorded and/or monitored for quality checks and staff training. 

Recordings may also be used to help EESUp combat fraud. 

5.2.4. Informa>on given when the User signs up for marke>ng newslebers, 

complete surveys send on or behalf of EESUp or enters compe>>ons. 

5.3. Informa>on created when the User uses the PlaJorms. 

5.3.1. EESUp may collect the User’s precise or approximate loca>on informa>on as 

determined through data such as GPS, IP address and/or WiFi, depending on 

the plaJorm that the User use, and the User’s App seXngs or device 

permissions. 



5.3.2.EESUp collects transac>on details rela>ng to the User’s use of the plaJorms. 

5.3.3. EESUP may collect informa>on about how the User interacts with the 

PlaJorms, preferences expressed, and seXngs chosen. In some cases, this is 

done using cookies, pixel tags, and similar technologies that create and 

maintain unique iden>fiers. 

5.3.4. EESUp may collect informa>on about the devices the User uses to access and 

use the PlaJorms. 

5.3.5.EESUp may collect informa>on from referring websites/applica>ons. 

5.4. Informa>on from supply partners, delivery agents, payment processors, marke>ng 

service providers, third party business partners and relevant governmental 

departments. 

5.5. Addi>onal data collec>on 

5.5.1. EESUp may collect informa>on about the User’s device including where 

available, IP address, opera>ng system and browser type for system 

administra>on and to report aggregate informa>on to adver>sing partners 

which allow EESUp to have a beber understanding of the User’s requirements 

and/or preferences by using cookies to track the User as they travel from 

website to website recording what commercial adver>sements they view and 

select while browsing. 

5.5.2. This sta>s>cal data about browsing ac>ons and paberns does not iden>fy any 

individual. EESUp may also obtain informa>on about the User’s general 

internet usage by using cookies which is stored on the hard drive of the 

User’s computer. Cookies enable EESUp to improve its service to the User, 

es>mate audience size, determine usage paberns, store informa>on about 

the User’s preferences and recognise the User when they return to the 

PlaJorms. 



5.5.3. The User can set their web browser to refuse cookies, but if they do this they 

may not be able to enjoy full use of the PlaJorms and they may not be able 

to take advantage of certain promo>ons, that runs from >me to >me. Please 

note that third par>es who adver>se on EESUp may also use cookies, but 

EESUp does not have access to, or have control over them and therefore 

cannot take responsibility for them.   

5.5.4. EESUp may combine informa>on collected from these sources with another 

informa>on in its possession. 

5.5.5. The User agrees to provide accurate and current informa>on, and not to 

impersonate or misrepresent any person or en>ty or falsely state otherwise 

misrepresent the User’s affilia>on with anyone or anything. 

5.5.6. The User agrees to update their personal informa>on as soon as reasonably 

possible. 

6. Who has access to Personal Informa4on  

6.1. The User agrees that EESUp may disclose Personal Informa>on to the following 

persons:  

6.1.1. to our employees and / or third-party service providers, such as business 

partners, delivery agents, and payment processors ( including their 

employees and / or third-party service providers), to process the use of the 

PlaJorms by the User properly and efficiently and in order for them to 

interact directly with the User via email or any other method for the 

purposes of sending the User marke>ng materials regarding any current or 

goods or services, new features, special offers or promo>onal items offered 

by them (unless the User has opted out from receiving such marke>ng 

material);   



6.1.2. to the law enforcement, government officials, fraud detec>on agencies or 

third par>es when the EESUp believes, -in good faith that the disclosure of 

personal informa>on is necessary to prevent physical harm or financial loss to 

report or support the inves>ga>on into suspect illegal ac>vity, or to 

inves>gate viola>ons of the Terms; 

6.1.3. to the EESUp service providers (under contract with EESUp) who help with 

parts of the business opera>ons ( fraud preven>on, marke>ng, technology 

services etc.). Our contracts dictate that these service providers may only use 

the User’s Personal Informa>on in connec>on with the services they perform 

for EESUp and not for their own benefit;  

6.1.4. to EESUp supply partners in order for them to liaise directly with the User 

regarding any faulty products purchased which requires their involvement; 

6.1.5. to the third-party service providers for services such as payment processing, 

website hos>ng data analysis, infrastructure provision, IT services, customer 

service, e-mail delivery services, and other similar services, to enable them to 

provide services; 

6.1.6. to the third par>es ‘sponsors of promo>ons ( irrespec>ve of whether such 

promo>ons are hosted by EESUp), or otherwise in accordance with the rules 

applicable to such promo>ons. The User should carefully review the rules, if 

any, of each promo>on in which the User chooses to par>cipate, as they may 

contain addi>onal important informa>on about EESUp, a sponsor’s and/or 

third- par>es’ use of the User’s Personal Informa>on; 

6.1.7. third party business partners like manufacturers and brand owners (in which 

case we will have agreements in place to secure the confiden>ality of the 

User’s Personal Informa>on);  

6.1.8.  to an affiliate or other third party in the event of any reorganiza>on, merger, 

sale, joint venture, assignment, transfer or other disposi>on of all or any 

por>on of EESUp business, assets or stock ( including without limita>on in 

connec>on with any insolvency and/or similar proceedings); 



6.1.9. to the general public when the User provide a ra>ng or review of service 

received, the User ‘s consent to EESUp using the that ra>ng or review, 

including without limita>on on the PlaJorms, in newslebers or other 

marke>ng material. The name that will appear next to that review will be the 

User’s first name, as the User would have provided upon registra>on. We will 

not display the User's surname, nor any of the User’s contact details, with the 

ra>ng or a review; 

6.1.10.  any person other than as the described herein if EESUp no>fy the User and 

consent is giving to the sharing. 

6.2. EESUp will ensure that all of our employees, business partners, delivery agents, 

third-party service providers, divisions, affiliates and third-party business partners 

(including their employees and third-party service providers) having access to the 

User’s personal informa>on are bound by the appropriate and legally binding 

obliga>ons in rela>on to the confiden>ality and security of the User’s Personal 

Informa>on and are restricted in their processing thereof as per this Private Policy. 

7. Security measures around the Personal Informa4on 

7.1. EESUp will treat the User’s personal informa>on as strictly confiden>al, save where 

we are en>tled to share it as set out in the Privacy Policy. 

7.2. In all circumstances the informa>on is held by EESUp on our secure systems. We 

take all reasonable and appropriate technical and organisa>onal steps to ensure 

that the User’s personal Informa>on is kept secure and is protected against 

unauthorised or unlawful processing or misuse, unauthorised disclosure, loss 

interference, destruc>on or damage, altera>on, disclosure, or access. 

7.3. EESUp ‘s security systems are in line with the industry standard and we monitor 

developments to ensure that our security systems evolve, as required. We also test 

our systems regularly. 



7.4. Personal informa>on is destroyed or anonymised when no longer needed or when 

EESUp is no longer required by law to retain it (whichever is the later). 

7.5. EESUp will promptly no>fy the User if we become aware of any unauthorised use, 

disclosure, or processing of Personal Informa>on. 

7.6. EESUp may store the User’s Personal Informa>on with the web-hos>ng service 

provider appointed by EESUp from >me to >me. The storage may be in South Africa 

or in another country. 

7.7. Where storage is in another country, User’s Personal Informa>on will be stored in a 

jurisdic>on that has equivalent, or beber, data protec>on legisla>on than South 

Africa or with a service provider which is subject to an agreement requiring it to 

observe data protec>on requirements equivalent to or beber than those applicable 

in South Africa. 

7.8. Notwithstanding the above, no data transmission over the Internet or data storage 

system can be guaranteed to be a 100% secure. Please do not send EESUp sensi>ve 

informa>on through email. If the User has reason to believe that their interac>on 

with EESUp is not secure ( for example, if you feel that the security of any account 

you might have with us has been compromised), you must immediately no>fy us of 

the problem by contac>ng us at legal@eesup.com. 

8. Access to your personal informa4on 

8.1. The User may at any >me request: 

8.1.1. confirma>on that EESUp holds the Personal Informa>on; 

8.1.2. access to your Personal Informa>on to view and/or update personal details; 

8.1.3. the iden>>es or categories of third par>es whom EESUp have disclosed your 

personal informa>on; or 

mailto:legal@eesup.com


8.1.4. that we correct or delete any Personal Informa>on that is incomplete, 

misleading, inaccurate, excessive or out of date. 

8.2. Request may be in wri>ng to legal@eesup.com 

9. Cookies 

Cookies are small text files that are stored on your computer by your browser when 

you visit a website. You can find out more about cookies by visi>ng 

www.allaboutcookies.org. Like any online service providers. EESUp used s cookies for 

facilita>ng your use of the PlaJorms and to find out how our service may be improved. 

EESUp use the cookies and other technologies to collect and analyse informa>on 

about you and your usage of our PlaJorms to test, analyse, deliver, and personalize our 

content and the experience you receive. 

10. Securing your Account 

You are required to create an 8- character password to secure your account. You are 

responsible for making this password a strong, complex and unique as well as to keep 

the password private and secure. Do not share this password with anyone. Always log 

off aaer a session on the PlaJorms and change your password on a regular basis. You 

are responsible for all the ac>ons processed through your account. If you suspect its 

misuse or compromised, please contact us by using legal@eesup.com. 

11. Disclaimer and Indemnity 

11.1.Whilst EESUp will do all things reasonably necessary to protect User’s rights of 

privacy, we cannot guarantee or accept any liability whatsoever for the 

unauthorized or unlawful disclosures of your Personal Informa>on, whilst in our 

possession, made by third-par>es who are not subject to our control, unless such 
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disclosure is as a result of our gross negligence or non-compliance with applicable 

laws. 

11.2.EESUp does not regulate or control how third par>es use User’s personal 

informa>on. The User ‘should always ensure that they read the privacy policy of any 

third party. If the User discloses their personal informa>on to a third party, such as 

an en>ty which operates a website or mobile applica>on linked to the PlaJorms or 

anyone other than EESUp, EESUp SHALL NOT BE LIABLE FOR ANY LOSS OR 

DAMAGES, HOWSOEVER ARISING, SUFFERED BY YOU AS A RESULT OF THE 

DISCLOSURE OF SUCH INFORMATION TO THE THIRD PARTY. 

12. Age restric4ons 

The PlaJorms are not directed to and/or intended for the use by individuals under the 

age of eighteen (18), and we request that such individuals not use the PlaJorms and 

not provide Personal Informa>on through the PlaJorms. 

If a User abempts to register and inputs a birthdate valida>ng them younger than 18 

years of age, their Personal Informa>on is not stored and they are directed off the 

PlaJorms. 

13. Contac4ng us  

If you have any ques>ons regarding this Private Policy, please contact us by email at 

legal@eesup.com.
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